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Analysis and Studies
COVID 19 and bank loans in Europe
supervisory response and Credit-related tools

This short note offers a brief overview of the most significant changes indicated by EU and 
euro area supervisors, and a preview of how they are going to impact the banks’ origination 
and monitoring processes.

To get further assistance and learn more about the solutions and transformation services that 
CRIF has been deploying over the last weeks, see the “contacts” section at the end of this note.

How European bank supervisors are reacting to the COVID19 pandemic
The European Banking Authority (EBA) and the euro area’s Single Supervisory Mechanism 
(SSM) have increasingly recognised that the impact of COVID19 on the real economy requires 
extraordinary measures to provide banks with adequate flexibility and protect them from 
overly procyclical effects.

Their statements and guidelines have been backed up by ESMA, the European Commission 
and other public policy bodies.

On March 3, 2020, the SSM Chair sent a letter to all significant institutions, urging them to 
deploy contingency plans and backup facilities, while protecting the employees’ health and 
stepping up defences against cyber-risk.

On March 12, 2020, the EBA announced its decision to postpone the EUwide stress test 
exercise to 2021. On the same day, the ECB released a set of measures to soften capital 
constraints during the COVID19 crisis.

First, banks were allowed to disregard the additional capital buffers imposed by the Basel 3 
accord (“capital conservation buffer”, CCB, and “counter-cyclical buffer”, CCyB), limiting 
distributions accordingly, as well as the non-binding capital surcharge (“Pillar 2 Guidance”, 
“P2G”) that supervisors indicate to individual institutions as part of their annual supervisory

Under the special circumstances due to 
the COVID19 pandemic, CRIF Group 
renews its commitment to provide 
customers and other financial institutions 
with timely updates on the changing 
supervisory landscape and appropriate 
tools to face unprecedented changes in 
credit  origination  and  monitoring.
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review and evaluation process (“SREP”). Second, banks were allowed to use their liquidity 
coverage buffer, a pool of high-quality liquid assets that in normal times must exceed the cash 
outflows expected in the following 30 days, under a moderately stressed scenario. Finally, the 
amount of common equity Tier 1 capital (“CET1”) that banks must use to meet the “Pillar 2 
Requirement” (“P2R”, a binding capital surcharge originating from each institution’s annual 
SREP) was cut by roughly 45% and other capital instruments (additional Tier 1 and Tier 2) 
became eligible for P2R, as foreseen by a measure in the new Capital Requirements Directive 
(“CRD5”) that would have entered into force only in 2021; overall, the ECB estimated that its 
measures concerning P2G and P2R could free up about €120 billion in CET1 capital. The SSM 
also announced that on-site inspections, data requests and other supervisory measures could 
be postponed, to avoid posing an unnecessary burden onto banks, and that the flexibility 
margins indicated in its NPL Guidance would be used to accommodate bankspecific
needs.

ECB 

Relax buffers 
and P2G, 
constrain
dividends

May avoid 
UTP if public 
guarantee
is available 
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for public 
guarantees
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are available 
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On March 20, 2020, the SSM disclosed further measures to enhance flexibility in default 
recognition and NPL provisioning. This included a temporary waiver on the recognition of 
“unlikely to pay” (“UTP”) debtors for credit exposures assisted by COVID19 related public 
guarantees and moratoriums, provided that they remain viable in the long term. In the same 
vein, on March 25 the EBA clarified that public and private moratoriums, following from 
COVID19 and addressed to broad ranges of products or customers, do not have to be 
automatically classified as forbearance measures (and could buy banks enough time to 
restructure credit exposures in a way that helps borrowers overcome their short-term liquidity 
constraints without triggering a default).

In its March 20 note, the SSM also stated 
that, in case such exposures become 
non-performing, they will benefit from a 
preferential treatment in terms of calendar 
provisioning (which could involve a 0% 
minimum coverage for the first seven 
years of the NPL vintage count). Again, “full 
flexibility” was mentioned regarding NPL 
reduction plans, although non-performing 
exposures accumulated prior to the 
COVID19 outbreak would not be “the 
focus” of supervisory mitigation measures. 
As noted in a FAQ list, a six-month 
extension was granted to banks to 
implement qualitative SREP measures, as 

As far as accounting is concerned, the March 20 release encouraged banks to apply for the 
temporary capital relief measures developed by the European Parliament upon the 
first-time adoption of IFRS 9 (see box), and recommended that lenders avoid procyclical 
assumptions in the models used to quantify loan loss provisions. Regarding the latter, the 
SSM clarified that lifetime expected credit losses (“ECLs”) used for IFRS 9 provisions should 
be based on long-term macroeconomic forecasts, including those in the ECB’s 
publications, and take into account the relief measures granted by public authorities.

well as remedial actions imposed in the 
context of on-site inspections and internal 
model investigations; the ECB will also 
postpone by six months its own decisions on 
internal models and follow up letters, unless 
banks explicitly ask for a pronouncement.



05

The EBA’s 25 March release further elaborated on accounting issues, with a focus on the 
identification of the the “significant increase in credit risk” (SICR) foreseen by IFRS 9. As is well 
known, exposures experiencing a SICR must be moved to Stage 2, where loan loss provisions 
must be increased to cover all ECLs until final maturity (as opposed to 12-month ECLs in 
Stage 1).

As a drop in macroeconomic conditions can boost the loans’ probability of default and trigger 
a SICR, there is a risk that COVID19 causes a manifold increase in loan loss provisions. However, 
the EBA emphasised that a SICR can only be identified by looking at significant changes over 
the total expected life of the exposure, disregarding short-term noise (including public and 
private moratoria); accordingly, banks should distinguish obligors for which the credit standing 
will not be significantly affected by the current situation in the long term. Additionally the EBA 
stressed that, under IFRS 9, institutions are expected to use only “reasonable and supportable 
information” and should therefore decide what information can be seen as such under the 
current exceptional circumstances. In any case, in determining the impact on banks’ income 
statements stemming from the recognition of ECLs, the mitigation provided by collateral or 
public guarantees would need to be considered.

TRANSITIONAL ARRANGEMENTS FOR IFRS 9

Regulation (EU) 2017/2395 introduced a set of optional transitional arrangements for IFRS 9 
in Article 473a of the CRR. Institutions were permitted, over a five-year period starting in 
2018, to add back to their CET1 capital a portion of the additional provisions incurred due to 
the expected credit loss (“ECL”) regime introduced by IFRS 9. The add-back amount 
decreases over time (from 95% in 2018 to 0% in 2023) and is made up of a static and a 
dynamic component.

The former mitigates the increase in loss allowances resulting from day-one application of 
IFRS 9; the latter addresses the potential impact of IFRS 9 in future years, but it is confined to 
provisions for nondefaulted exposures. Banks opting to use the transitional IFRS 9 
arrangements could choose to discard the dynamic component; such decisions may be 
changed only once, upon supervisory approval.

The EBA’s remarks are consistent with the recommendations issued on March 25, 2020, by 
the European Securities and Markets Authority. According to the ESMA, the emergence of 
a SICR can only be assessed holistically and should capture changes in the lifetime risk of 
default. Additionally, economic support programs deployed by governments under the 
COVID19 emergency should be considered in the assessment of a SICR whenever they 
reduce the lifetime default risk of an exposure (whereas COVID19 related moratoriums 
should not, in themselves, be seen as symptoms of a SICR). Furthermore, circumstances
related to the coronavirus outbreak and to the ensuing economic relief measures may 
allow banks to rebut the IFRS 9 presumption that exposures experiencing a 30-day delay 
in payments have experienced a SICR.
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Further guidance was provided on March 27 by the IFRS Foundation. The standard setters 
acknowledged that estimating ECLs on financial instruments may prove challenging during 
the COVID19 crisis, and highlighted the importance of using all reasonable and supportable 
information available, adjusting forecasting procedures to account for the current exceptional 
situation.

On March 27, the ECB recommended that banks do not pay dividends until the 4th quarter of 
2020 and refrain from other distributions and share buy-backs aimed at remunerating 
shareholders. Four days later, the EBA urged all banks to refrain from dividends and other 
distributions in order to maintain a robust capitalisation; furthermore, it required that variable 
remuneration be kept at a conservative level, with a larger part of it being deferred for a longer 
period and/ or paid out in equity. On the same day, the EBA announced that banks were 
allowed to delay the submission of supervisory reporting data, Pillar 3 documents and other 
data collection exercises.

On April 1, 2020, in a letter to all significant institutions, the SSM reiterated its request that 
banks use the transitional IFRS 9 provisions in the CRR (including the “dynamic component”) 
and avoid excessively procyclical assumptions in determining their provisions. Concerning the 
latter, the ECB released a guidance document addressing the collective assessment of the 
SICR and the use of macroeconomic forecasts. This ECB guidance notes that a SICR may not
affect all clients equally; hence, banks may use a top-down approach to stage transfers to 
mitigate the risk of generalised shift to Stage 2; alternatively, they may recognise lifetime ECLs 
only on a portion of the financial assets for which a SICR is deemed to have occurred.

The SSM also encouraged banks to use long-term macroeconomic forecasts and historical 
information that is representative for the long-term horizon and free of recency bias. While it 
expects banks to use the ECB’s 3-year forecasts as a benchmark, the SSM recognises that the 
economy might revert to long-term trends faster than expected and would not object to any 
judgement that a rebound might occur within 2020 given the current level of uncertainty.

On April 28, the European Commission weighed in with two documents, a legislative package 
(see box) aimed at proposing some quick fix to Regulation 575/2013 (the Capital 
Requirements Regulation, CRR) and an interpretative communication highlighting the 
flexibility margins available for banks under the existing rules. The latter deals with NPL 
classification and provisioning, from both a prudential and an accounting standpoint.

On April 2, the EBA released a set of guidelines on 
public and private moratoriums related to COVID19 
and applied before June 20, 2020. The guidelines 
specify that moratoriums do not trigger forbearance 
classification if they are based on national law or on 
broadlyapplied, industry-wide private initiatives. The 
EBA clarifies that, as a general moratorium is not a 
forbearance measure, it may not give rise to a 
distressed restructuring.
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As far as accounting rules are concerned, the Commission states that the temporary inability 
of households or businesses to pay back their loans because of COVID19 should not 
automatically trigger an increase in ECL-related provisions and that banks should not 
mechanically apply their pre-existing ECL measurement rules (as was also suggested by the 
Basel Committee). It also reiterates that a SICR should be assessed through a lifetime 
perspective, giving sufficient weight to scenarios based on long-term return to normal, and 
that moratoriums should not be seen, in themselves, as a sign of increased credit risk. Finally, it 
notes that guarantees do not affect the default risk of the borrower.

THE COMMISSION’S LEGISLATIVE PROPOSALS

The legislative proposals issued by the Commission include a 2-year extension of the IFRS 9 
transitional arrangements, whereby provisions incurred since 2020 could be added back to 
regulatory capital. Additionally, the additional leverage ratio requirement on global 
systemically important institutions would be postponed to 2023.

The Commission also proposes that the minimum loan loss coverage requirement in CRD5, 
known as “NPL backstop”, be modified to foresee a preferential treatment for loans 
guaranteed by COVID19 related public measures.

Finally, the implementation of some measures already 
approved by European legislators would be 
accelerated to increase the banks’ lending capacity.

This includes the new rules cancelling the deduction
of prudently-valuated software assets from regulatory 
capital, the more favourable prudential treatment of 
loans backed by salaries and pensions, the increased SME supporting factor and the new 
“infrastructure supporting factor” aimed at financing facilities, systems and networks that 
provide or support essential public services.

The Commission’s legislative proposals will be discussed by the European Parliament and 
the Council, with a view to adopt the new package by June 2020.

Concerning NPL classification, the Commission 
recalls the work done by the EBA and other 
supervisors, and advocates that rules on default and 
forbearance identification should not stand in the 
way of a widespread use of public guarantees and 
moratoriums. It also recalls that moratoriums freeze 
the day count for past-due exposures, as delays must 
be checked against the modified payment 
schedule. Finally, the Commission emphasises that, 

while the CRR requires the UTP status be assessed without considering guarantees, making 
recourse to a guarantee (e.g. to face temporary difficulties) does not in itself trigger a default.
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COVID19 will deeply affect credit process, including origination, monitoring and NPL 
management. The credit life-cycle, first requires to be managed through crisis mitigation 
actions, followed by a more strategic approach focused on evolving risk models, improving 
recovery processes and enhancing digitalization.

Origination may witness an increase in certain credit applications, first due to liquidity 
shortages and then to the recovery phase. As new loans must be issued quickly, money 
laundering and fraud will need careful consideration. To meet these challenges, banks will 
have to deploy “smart” origination procedures, especially for small loans assisted by State 
guarantees. Companies that are entitled to benefit from extraordinary support measures need 
to be identified, so that they can get cash advances against future State payments while all 
relevant information gets validated instantly, and data forgery risks are kept to a minimum.

As the economy recovers in the months to come, remote digital services will prove crucial to 
boost the banks’ ability to sustain credit volumes and generate new lending opportunities. By 
avoiding unnecessary interactions, origination processes must become leaner and 
user-friendlier; real-time access to external databases and batch remediation services will 
ensure that all relevant information is on board and fraud/money laundering vulnerabilities are 
kept to a minimum. Customer portfolios will have to be parsed and merged to external data 
(e.g. on broadband access, internet websites, e-commerce services) to select companies that 
are ready for a digital leap in credit origination.

Lending will be closely integrated with each bank’s digital transformation strategy, including, 
e.g., payment services. Incumbents will focus on how to implement digital transformation into 
their (largely physical) pre-existing procedures, while newcomers (typically fintechs), will have 
a chance to deploy brand new processes and technology based on full automation. Moreover, 
as the borrowers’ digital attitude grows and gets reinforced by the COVID19 emergency, user 
experience will become a key parameter in preferring one lender over another.

How Credit risk monitoring and loan origination tools must
evolve to Cope with COVID19

To identify “sustainable borrowers” lenders will have to take into account:

     Industry, disentangling sectors that are more likely 
     to be affected by COVID19 in a permanent way from 
     candidates for a fast rebound
     
     Supply chain links
     
    Information on shareholders (e.g., triggering alert 
     signals for companies where owners and top 
    managers have changed in the last 3 to 6 months).
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As far as monitoring is concerned, we anticipate an increase in the number of 
counterparties affected by early warning signals. Unless properly managed (accounting 
for moratoriums and State guarantees), this could lead to a sharp increase in Stage 2 
exposures and loan loss provisions; even for Stage 1 loans, bad macroeconomic forecasts 
may trigger lower valuations via the “forward looking” adjustment required by COVID19.

The quest for «sustainable borrowers»
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As concerns SICR, banks should identify obligors for which creditworthiness will not be 
significantly affected in the long run, and set up analysis tools to motivate their choice to 
ignore 30-day delays in payments, if appropriate. Such tools may include an examination of 
the changes in lifetime risk experienced by exposures benefiting from moratoriums in the 
past, using internal and external data to identify different behavioural clusters. The effect of 
State guarantees should also be accounted for.

In the second half of the year, banks will also have to assess how to calibrate their risk 
parameters to account for the likely increase in default rates in 2020. This will affect IRB 
models, satellite models used for stress testing purposes, as well as models developed for IFRS 
9 purposes (including for forward-looking adjustments). Such a calibration may hugely benefit 
from benchmark analysis, reinforcing internal evidence through external databases.

As for NPL management, banks will need to update their identification criteria for UTPs and 
non-performing forborne exposures (excluding borrowers affected by moratoriums or 
subjecting them to different provisioning schemes) and update their NPL reduction plans in a 
way that is both rigorous and feasible. While workout activities may have to be frozen for 
companies “shielded” by extraordinary COVID 19-related measures, recovery actions must be 
brought to full speed for counterparties that do not benefit from moratoriums and 
guarantees, in order to mitigate the impact of calendar provisioning. Overall, collection 
activities must be planned over a medium to long-term horizon.

Building on the analytics and data developed over the last years, CRIF is ready to help in each 
one of areas mentioned above. Our focus on innovative solutions enables us to quickly deploy 
modular, turn-key solutions that can be fully operational within weeks and seamlessly 
integrate in existing processes and work-flows. As part of our response to the COVID-19 
emergency, we assist banks with sound, affordable tools used by hundreds of lenders 
worldwide, and keep investing on cutting-edge propositions, partnering with financial 
institutions in new projects that can quickly be brought to market.
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The challenge with early warning models is 
two-fold. On one hand, they need to become 
even more risk-sensitive, in order to identify 
crisis signals proactively and reduce the risk of 
Stage 2 transitions; this means that milder 
anomalies, such as a 30-day delay in payments 
may be used as the target event to calibrate 
new warning indicators (including e.g. 
transaction and supply-chain data, network 
analysis and forward-looking indicators). On 

the other hand, some stand-alone signals may need to receive a lower weight (or be 
filtered out altogether) when payment standstills have been agreed meeting the EBA 
criteria. Eligible borrowers should also be identified and prompted to apply for 
moratoriums, prioritising companies/industries that are more likely to suffer from 
short-term liquidity constraints.

Moratorium



Import-Export Snapshot

Denmark
Denmark is the 38th largest export economy in the world

and 36th as importer.

In 2017, Denmark exported $83.2B and imported
$84.4B, resulting in a negative trade balance of $1.19B.

In 2017 the GDP of Denmark was $324B and its
GDP per capita was $51.4K.

Denmark is a member of EU, World Bank & WTO.

Denmark is classified as high income economy 
by World Bank.
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Top 5 Export Countries Top 5 Import Countries 

SOURCE:https://oec.world/en/profile/country/dnk/
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What does Denmark Imports and Exports?

Top 5 products exported by 
Denmark

Top 5 products imported by 
Denmark

SOURCE:https://oec.world/en/profile/country/dnk/
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Cyber risks have accelerated by as much as 500% since the first lockdown was imposed in 
India in March 2020.The surge in communications and the wholesale shift to operate 
businesses online have increased the risk of cyberattacks by an order of magnitude. Reports 
suggest that cyber frauds and ransomware constitute 36% of the mass risks and are perceived 
as long-term threats to the success of the organisations. Lack of a safe infrastructure can lead 
to loss of sensitive information, market share competitive advantage, and ultimately impact 
the company’s reputation.

Increasing cyber frauds, growing concerns

Fraudsters are quick in finding newer ways to break into official firewalls and conduct 
unethical data thefts. Cybercriminals are using the heightened digital footprint and traffic to 
find vulnerabilities, or to siphon off money. They are launching Covid-19-themed attacks in the 
form of phishing emails with malicious attachments that drop malware to disrupt systems or 
steal data and credentials. Attackers are creating temporary websites or taking over vulnerable 
ones to host malicious code. They lure people to these sites and then drop malicious code on 
their digital devices. Clickbait websites pretending to be official government webpages have 
also resulted in major cyber frauds and have affected companies severely. The awareness 
around the different forms of cybercrimes is at its nascent stage in India and therefore, it is of 
prime importance to address the different scenarios that could be unfavourable.

Product Analysis 
Top Importers and Exporters of Coffee

Coffee is one of the most traded commodity in the world.

Brazil is top exporter in the world as well as top producer
of green coffee in Latin America.

Brazil has always played a pivotal role in the world coffee 
market and it still remains one of the leading coffee 
producing and exporting country in the world ($4.52B). 
Brazil is followed by Vietnam ($3.08 B), Germany ($2.53B), 
Colombia ($2.35B), and Switzerland ($2.21B).

The top importing countries are United States ($5.53B), 
Germany ($3.27B), France ($2.07B), Italy ($1.82B) and 
Belgium-Luxembourg ($1.57B).

Article of the Month
The Pandemic has made Investments in Cybersecurity even 
more essential
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A robust cybersecurity response

In this new environment, investment in 
cybersecurity is more important than ever 
before. A well-secured IT infrastructure 
along with a distinct cybersecurity policy 
can aid long-term growth of companies by 
protecting the data systems. It would be 
imperative for every business to put in 
place, internal practices to prevent 
cyberattacks and at the same time have a 
good knowledge of potential risks related 
to current or potential issues. For starters, 
companies need to quickly identify, 
prioritise, and highlight cyber risks that 
require immediate action. They can do so
with help of Cyber Risk Assessment 
reports. These reports use the latest cyber
data/trends to instantly report 

and identifies threats based on 
company’s current cyber risk. This lets 
companies identify and segregate the 
risky exposures which need immediate 
attention and helps companies save 
themselves from serious damage. This 
will also be more cost and time-efficient 
as compared to building these reports 
in-house from scratch.

Challenging times for companies venturing online

The recent outbreak has magnified the need for 
businesses to foray onto the online platforms. 
Anticipating a flurry of cyber and telecom attacks is 
getting very difficult for companies that have extended 
their business online recently. During the time of 
registration of the business online, companies might be 
prone to web jacking. Various SMBs have reportedly 
been facing a number of cyber-attacks like hacking, 
phishing, logic, and email bombing, denial-of-service, 
salami slicing, data diddling, and many more. 

It will be helpful for companies to secure their data and technology and opting for 
cyber-insurance can be a lucrative solution. Cyber-insurance is a specialty lines insurance 
product intended to protect businesses and individuals providing services for such businesses, 
from risks of IT infrastructure, information privacy, information governance liability, and 
activities related thereto.
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Building a more sheltered set-up

While ensuring the company database can 
make companies safeguard their confidential 
information, it would be fruitful for them to be 
prepared in advance to navigate the risks 
before they even arise. There are various cyber 
risk report providers, that provide simple, easy 
to read, and user-friendly offerings that easily 
assess cyber risks related to businesses and 
fraudulent behaviours. It is now possible to not 
only monitor company email addresses, 

corporate credit card, user account, and IBAN numbers but also provide alerts of the potential 
risks that may arise. This highlights vulnerabilities and helps protect the companies before any 
disruption occurs to customers or suppliers through pointed reports.

It would be safe to say that the pandemic has brought forth some silver lining by accelerating 
the transition to digital avenues and introducing businesses with some more operational 
efficiencies. The unseen benefit is the fact that companies now would be more conscious of 
their cybersecurity. This will lead to the formation of a more safeguarded ecosystem wherein 
businesses will be able to assess, act, and monitor their operations for smarter risk 
management.

Crucial aspects that are covered under cyber insurance are identity theft, social media liability, 
cyberstalking, malware attack, IT theft loss, phishing, email spoofing, media liability, cyber 
extortion, privacy, and data breach by the third party, financial loss due to cybercrime, etc. This 
can aid companies to tackle major cyber risks that are potential threats to their success.
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Quick Infographic
Quick and easy Cyber Check reports powered by CRIF
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About CRIF India

CRIF India is one of India’s leading provider of Credit Information, Business Information, Analytics, 
Scoring, Credit Management and Decisions Solutions.

CRIF’s Business Information Report, commonly known as the BIR Report, is a new way of 
thinking about data and information and how they are linked to each other.  Available in 230 
countries and territories, CRIF’S Business Information Report contains up to date information 
collected from various data sources. The report helps in determining a company's profitability, 
financial trends, and risk. It also provides an in-depth profile of a company, including financial 
information, legal cases, history of business, ownership details, operational information, and 
details on related firms and special events that occurred in the past involving company 
management. It's an industry standard for evaluating both new and existing credit relationships, 
especially medium-to-high risk accounts. Additionally, it supports a company's other efforts, like 
marketing and purchasing.

 

CRIF India’s Business Information Offerings 

Domestic Reports
-BIR Lite
-BIR Standard
-BIR Plus

Cross- Border 
(International) Reports
- Credit Reports on 
   Overseas Clients
- SKYMINDER Online 
   Platform

Due 
Diligence

Supplier & Vendor 
Evaluation

Dealership 
Evaluation

 

Business 
Information 

Reports (BIR) 
offerings

Cyber Risk 
Assesment

Distributer 
Assessment
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How is CRIF different?

We brought in new Sets of Data Points,
First in the Industry at a TAT less than 48hrs.

Global Data Environment
200 million companies across 230 countries,
2 Million directors on these companies,
400+ data points covered

Unmatched expertise in analysis
Our vast experience gives us an eye for better
assessment of information

CRIF Solutions (India) Pvt. Ltd.
Unit 601, Sixth Floor, Axis Centra, Survey No-62, 1/4, Baner, Pune, 411045, Maharashtra, India
Ph: +91 2067642900 | Email ID:  BISales.India@crif.com | Website: www.crif.in

Quality checks
We’ve set processes to ensure reliable
information is coming your way

Count on our TAT
Quality in expertise translates into
efficiency in outcome

Customized solutions for: Customer    Suppliers    Trade / Supply Chain solutions
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